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KB-Security Members profile

Gabriel H. dos Santos
Role: Executive Director

Background:

- Senior Health and Safety Manager in the Oil and Gas Sector

- Lead ISO auditor

- Quality Management Systems implementer and Auditor

- Bachelor's Degree in Logistics and Commerce Management

- College Degree in Telecommunications Engineering

- Enterprenuer in the sector of Transportation, Oil & Gas, Security
and Heath and Safety.

Tuyiimo Mifima
Role: Chief Operations Director (COD)

Senior Business Development Staff

Dedicated in rental-fleet, infrastructures development, oversee
growth projects,

making sales projections and forecasting revenue, in line with
projected income.

Fernando Ribeiro
Role: *Senior Security Manager

*
Holds a PSIiRA - (Private Security Industry Regulatory Authority) Certificate

Member of the South African Professional Firearm Trainers Council

Former employee on a contract for the Gulf Region Division of the United States
Army Corps of Engineers

Certified by the US Department of Army for Combat lifesaver Course

Afonso K. Barros
Role: Executive Operations Director (EOD)

Senior Quality Management Staff
Dedicated in Oil and Gas industry, Development, Customer
Feedback Analysis.
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Purpose / outcome

At KB-Security Agency, our missionis
to provide top-tier security solutionsto
,safeguard our clients' assets, properties
and personnel. Wit a commitment to
excellence and a focus on innovation, we
aim to deliver peace of mind through our
comprehensive security service.

-Our highly trained security professionals utilize cutting
,.edge technology and strategic expertis to assess risks
implement tailored security strategies, and respond
swiftly to any security threats or breaches. We prioritize
proactive measures to prevent incidents while

maintaining a rapid and effective response capability
when needed.



KB-Security Agency is dedicated to setting the standard
for security excellence, earning the trust of our clients
through reliability, professionalism and discretion. Our
goal is to create a secure environment for our clients to

thrive in, knowing that their safety and security are in
capable hands




Our Services

® Enterprise security ® Vesselsecurity

® Fire wardens and @ Fraudinvestigation

emergency responders and prevention

® Receptionist and ® Public events security
access assistant & SEETHEERAR

® Video vigilance

X @ Security escorts
Fleet security and

management @ Supply anddelivery of
security uniforms and
@® Electronic access equipment

cont Cyber Security




Enterprise security

The purpose of enterprise security is to protect an
organization's assets, data, intellectual property
and resources from various security threats. By
implementing effective security measures and
practices, KB - Security Agency help tod a to
‘achieve the following cbjectives.




® Safeguarding Sensitive
Information:

Enterprise security helps prevent
unauthorized access to confi-
dential data, trade secrets

financial information, and cus-
tomer records. By securing this

information, organizations
protect competitive advantage
and maintain customer their
trust

® Ensuring Compliance:
Many industries have regulatory
requirements and data protection
aws that organizations musadhere

Compliance

to Enterprise security helps ensure Management

System

compliance with these regulations,
avoiding penalties, legal
consequences, and reputational
damage




@ Preserving Business Continuvity:
Security incidents such as infections
malware ansomware attacks, or
data breaches can disrupt
operations and lead to downtime.
Enterprise security measures
aim to minimize such disruptions,
enabling businesses to maintain
continuity and quickly recover
from security incidents

® Protecting Reputation:

A strong enterprise security posture
helps build trust with customers

partners, and stakeholders by

demonstrating a commitment to

protecting sensitive information and
maintaining high cybersecurity g

standards This canenhance an _ §
organization's reputation and f[pu\f&

competitiveness in the marketplace

® Minimizing Financial Losses
Security breaches canresult in
financial losses due to data
heft, system downtime legal
expenses, regulatory fines
and damage to brand reputation
By investing in enterprise security
to minimize theseanizations aim
impactpotential financial




Overall, our objective is to proactively
address security risks, protect valuable
assets, ensure regulatory compliance
maintain business continuity, safeguard
-reputation, and mitigate financial losses
By prioritizing security as a fundamental
aspect of the operations, our customers
can better position themselves to thrive
in an increasingly digital and
interconnected world.

® Fraud Investigation

The scope of fraud investigation
typically includes a comprehensive
examination of potentially
fraudulent activities within an
.organization or a specific case
Here are some key aspects that fall
within our scope of fraud
investigation.

e Fravldentification of Fraudulent
Activities
Fraud investigators work to identify
and uncover various types of (..
fraudulent activities, such as
embezzlement, financial statement
fraud, corruption, asset
misapropriation, and other forms of
deceptive practices.

Fraud /
Detection -



® Legal Compliance: Ensuring
that the fraud investigation
process complies with relevant

laws, regulations, and
organizational policies
tomaintain the integrity of
the investigation and the
evidence in admissibility of
potential legal proceedings.

® Reporting and Documentation: oy
findings. analysis, Documenting f‘ .
and conclusions in a detailed -
fraud investigation report, which 14(’ .
forinternal decisionmay be used -~ il
making, legal purposes - —
regulatory compliance, i nsurance
other relevant purposes claims, or




e Recommendations and Remediation
Providing recommendations for
mitigating fraud risks
strengthening internal controls
fraud prevention implementing
measures, and taking corrective
actions to prevent future
occurrences of fraud withinthe .
organization.

Fraud Investigation

RecBy addressing these key components within
the scope of fraud investigation, our customers
can effectively detect, investigate, and respond
to fraudulent activities, protect their assets
and mitigate the impact of financial losses
resulting from fraudulent behaviour .

‘The scopeo f fraud investigation typically includes
a comprehensive examination of potentially fraudulent
activities within an organization or a specific case.
Here are some key aspects thatfall within our scope
of fraud investigation:




@ Identification of Fraudulent Activities: Fraud
investigators work to identify and uncover
various types of fraudulent activities, such as
embezzlement, financial statement fraud,
corruption, asset misappropriation, and other
forms of deceptive practices.

@ Interviews and Interrogations: Conducting
interviews with employees, stakeholders,
and other relevant individuals to gather
information and insights on the suspected
fraud. This may involve formal interviews
and interrogations to elicit pertinent details
and uncover potential leads.

@® Digital Forensics: Investigating electronic
devices, computer systems, and digital
records to identify evidence of cyber fraud,
data breaches, unauthorized access, or
other technology - related fraudulent
activities.

® Legal Compliance: Ensuring that the fraud
investigation process complies with relevant
laws, regulations, and organizational policies
to maintain the integrity of the investigation
and the admissibility of evidence in potenticl
legal proceedings.




® Reporting and Documentation: Documenting
findings, analysis, and conclusions in a detailed
fraud investigation report, which may be used
for internal decision - making, legal purposes,
regulatory compliance, insurance claims, or
other relevant purposes

@® Recommendations and Remediation:
Providing recommendations for  mitigoting
fraud risks, strengthening internal controls,
implementing fraud prevention measures, and
taking corrective actions to prevent future
occurrences of fraud within the organization.

By addressing these key components within
the scope of fraud investigation, our customers
can effectively detect, investigate, and respond
to fraudulent activities, protect their assets, and

mitigate the impact of financial losses resulting
from fraudulent behaviour.

Security Receptionist

@ Our security receptionist typically serves as the
first point of contact for visitors and employees
entering a facility. Their responsibilities include:

@® GCreeting and assisting visitors with signing
in and obtaining visitor badges.

® Monitoring security cameras and alarms to
ensure the safety of the premises.



@ Notifying appropriate personnel in case of
security breaches or emergencies.

@® Answering phone calls and directing them to
the appropriate individuals.

@® Handling mail and package deliveries.

@ Enforcing security protocols and proce
permissions.

@ Assisting with access control systems, such as
keycard entry systems.

® Collaborating with other security personnel
to maintain a secure environment.

Overall, the scope of our security receptionist's
role is to maintain safety and security measures
within a facility while providing excellent customer
service to visitors and employees.

Fleet Security and
Fleet Management

The scope of Fleet Security and Fleet Management
encompasses a wide range of activities and
practices aimed at ensuring the saofety, security,
efficiency, and compliance of a fleet of vehicles.
Here are some key aspects that fall within the
scope of Fleet Security and Fleet Management:




@® Vehicle Tracking and Monitoring: Utilizing
GPS technology and tracking systems to
monitor the location, route, and status of
fleet vehicles in real-time. This helps optimize
routing, improve driver safety, and enhance
overall fleet efficiency.

® Driver Safety and Training: Implementing
driver safety programs, training initiatives,
and performance monitoring to promote
safe driving behaviours, reduce accidents,
and mitigate risks associated with driver
fatigue, distraction, or non- compliance with
traffic regulations.

@® Maintenance and Inspection: Conducting regular
maintenance checks, vehicle inspections, and
preventive maintenance tasks to ensure that fleet
vehicles are in optimal working condition, comply
with safety standards, and minimize the risk of
breakdowns or accidents.

® Fuel Management: Monitoring fuel consumption,
analysing fuel efficiency data ,and implementing
fuel management strategies to reduce costs,
optimize fuel usage, and prevent fuel theft or
misuse within the fleet.



@ Risk Management: |Identifying and assessing

potential risks, vulnerabilities, and threats to
fleet security, such as vehicle theft, unauthorized
access, accidents, or natural disasters.
Implementing risk mitigation measures, security
protocols, and contingency plans to protect fleet
assets and personnel.

@® Compliance and Regulations: Ensuring that fleet

operations comply with local, state, and f ederal
regulations governing vehicle safety, emissions
standards, driver licensing, hours of service, and
other legal requirements. Maintaining accurate
records, documentation, and reporting to
demonstrate regulatory compliance.

@® Technology Integration: Leveraging fleet

management software, telematics systems, lot
devices, and other technologies to streamline
fleet operations, enhance communication, data
analysis, and decision - making, and optimize
resource allocation within the fleet.



@ Asset Security: Implementing security measures
such as vehicle alarms, immobilizers, tracking
devices, and secure parking facilities to protect
fleet assets from theft, vandalism, and unauthorized
access.

By addressing these key components within Fleet
Security and Fleet Management, our customers
can enhance the safety, security, and operational
efficiency of their vehicle fleets, reduce costs,
mitigate risks, and ensure compliance with
regulatory requirements.

SecvurityDrivers

The scope of security drivers involves providing
specialized transportation services for individuals
or organizations with high - security needs,
ensuring safe and secure transport of clients,
assets, or sensitive information. Herewaresome
key aspects that fall within the scope®of

security drivers:



@® Secure Transport: Security drivers are responsible
for the secure transport of clients, NIPs, executives,
or high - value assets using specially equipped
vehicles that offer enhanced safety features,
such as bullet - resistant glass, armoured plating,
and advanced communication systems.

Threat Assessment: Security drivers conduct threat
assessments and route planning to identify potential
risks, avoid dangerous areas, and ensure the safety
and security of passengers throughout the journey.

Defensive Driving: Security drivers are trained in
defensive driving techniques to anticipate and react
to potential threats, avoid accidents, and navigate
challenging or_high -risk driving situations while
maintaining control of the vehicle.

® Emergency Response: Sccurity drivers are

prepared torespond to emergencies, suchas
medical incidents, security breaeches; or vehicle
malfunctions, by implementings™ comtingency.
plans, contacting approprictée autherities, and
taking necessary actionsto protect passengers
and assets.




® Communication and Coordination: Security
drivers maintain communication with sesurity™=

personnel, clients, or control ednters toprovide
real-time updates on travel progress, security
incidents, or change$§ jn"itinerdry, ensuring
effective coordifi@tiondnd response to evolving
situations. 2

D Professionalism and Discretion: Security drivers
adhere to high standards of professionalism,
confidentiality, and discretion in their interactions
with clients, maintaining a low profile, respecting
privacy, and upholdingthe confidentiality of
sensitive information during transportation
assignments.

® Compliance and Certification: Security drivers
must comply withlegal regulations, licensing
requirements, industry standards, and security
protocols related to protective driving, passenger
safety, vehicle maintenance, and operational
procedures to ensure compliance with best
practices and mitigate liability risks.




security risks, implement risk mitigation strategies,
and proactively identify and address vulnerabilities
in transportation operations to enhance the overall
security posture of clients and mitigate potential
threats.

By focusing on these key components within the
scope of security drivers, we willmeet the unique
security requirements of clients, enhance the
safety and efficiency of travel arrangements,
and provide a secure and reliable transport
solution for high - risk environments or sensitive
situations.

Vessel Security
Services

The scope of vessel security
services encompasses drange
of measures and practices
dimed atsafeguarding
maritime assets, preventing
security threats, and ensuring
the safety of crew members,
passengers, cargo, andthe
vessel it self. Here aresome
key aspects that fall within the
scope of vessel security services:




@ Security Personnel: Vessel

® Risk Assessment: \V\essel security services
involve conducting comprehensive risk
assessments toidentify potential security
threats, vulnerabilities, and challenges
specific to the maritime environment such as
piracy, terrorism, criminal activity, stowaways,
or natural disasters.

Secuvurity Planning: Vessel security services
develop security plans and protocols tailored
to the unique risks and requirements of each
vessel, including measures to enhance access
control, surveillance, communication, emergency
response, and coordination with authorities.

security services may deploy
trained security personnel,
such as maritime security
officers, armed guards, or
security teams, to deter
threats, monitor activities,
enforce security procedures,
and respond toincidents
onboard the vessel.



® Security Equipment: Vessel security services may

utilize specialized security eqguipment, such as
CCTV cameras, access control systems, intrusion
detection sensors, alarm systems, non - lethal
weapons, or security barriers, to enhance the
physical security of the vessel and its
infrastructure.

Secvurity Equipment: Vessel security services may
utilize specialized security equipment, such as
CCTV cameras, access control systems, intrusion
detection sensors, alarm systems, non - lethal
weapons, or security barriers, to enhance the
physical security of the vessel and its
infrastructure.

® Security Training: Vessel security services provide
training and drills for crew members, security
personnel, and relevant stakeholdersto raise
awareness about security risks, teach proper
security procedures, promote emergency
preparedness, and ensure effective response

to security incidents.




By addressing these key components within  the
scope of vessel security services, maritime
operators, shipowners, and us as security
providers can enhance the security resilience
of vessels, protect against security threats,
comply with regulatory requirements, and
safeguard the integrity and operation of
maritime assets in a dynamic and challenging
maritime security environment.

) fﬂproducts »
~ of securlty




® Protective Gear and Equipment: Providing a

comprehensive range of security equipment,
including body armour, ballistic vests, helmets,
handcuffs, batons, flashlights, pepper spray,
radios, surveillonce devices, and other tools
essential for effective security operations and
personal safety.

@® Uniforms and Apparel: Offering a diverse selection

of security uniforms, tactical apparel, badges,
patches, footwear, and accessories designed to
meet industry standards, enhance professionalism,
and ensure the comfort and functionality of security
personnel in various work environments.

'@ Customization and Branding: Offering
“customization services such as logo embroéidery,
“name tags, insigniaand colour options to

personalize uniforms and equipment according

= "to client preferences, corporate branding
requirements, or industry regulations.




@ Sizing and Fit Solutions: Providing sizing guides,
fitting consultations, and tailored solutions to e
nsure that security personnel receive uniforms
and gear that fit comfortably, allow for freedom
of movement, and meet individual requirements
for different body types and job roles.

@® Supply Chain Management: Managing inventory

levels procurement processes, vendor
relationships, and distribution channels to ensure
timely delivery of security uniforms and equipment,
optimize cost- efficiency, and maintain product
quality and availability.

® Compliance and Standards: Ensuring that all

supplied uniforms and equipment meet industry
standards, regulatory requirements, safety
guidelines, and quality assurance measures to
guarantee the reliability, durability, and
effectiveness of products used in security
operations.



@® Customer Support and Service: Providing
responsive customer support, product
assistance, ordering options, returns and
exchanges policies, and after-sales services
to address client inquiries, resolve issues,
and maintain high levels of satisfaction with
the supplied security uniforms and
eqguipment.

@ By focusing on these key components within
the scope of supplying and delivering security
uniforms and equipment, our customer can
meet the specialized needs of security
professionals, enhance operational readiness,
promote uniformity and professionalism, and
contribute to the overall effectiveness of
security operations in various settings.




Reputation Statement

At KB-Security Agency, we pride ourselves on our
unwavering commitment to protecting what
matters most to you. With over three years of
dedicated service within the SSN region, our
reputationis built on three core principles:
reliability, integrity, and excellence.

@ Reliability: We are steadfast in our promise to
provide consistent and dependable security
solutions. Our state-of-the - art technology,
coupled with highly trained professionals,
ensures that we deliver unmatched vigilance
and rapid response to any situation.

@® Integrity: Trust is the cornerstone of our business.
We operate with the highest ethical standards,
ensuring transparency and honesty in every
interaction. Our clients can rest assured knowing
that their safety and confidentiality are our top
priorities.
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@® Excellence: Excellence isingrained in our culture.

From our meticulous planning and execution of
security protocols to our relentless pursuit of
innovation, we continually strive to exceed
expectations. Our commitment to excellence is
reflected in the long-term relationships we build
with our clients, who depend on us for their safety
and peace of mind.

Our dedication to safeguarding individuals,
businesses, and communities has earned us
a distinguished reputation in the security
industry. We are proud to be recognized as
a trusted partner and a leader in providing
comprehensive security solutions.

KB-Security Agency: Protecting today.
Preparing for tomorrow.




